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Abstract of the contribution: This contribution discusses the applicability of I-SMF for EC.
Introduction
In the ETSUN activity in 5GC, there has been an addition of an I-SMF as a tool to hide the UPF infrastructure within a section of the network that becomes shielded by the I-SMF. The main purpose of that is to avoid running N3 between the gNBs and UPFs in other sections of the network.
In this paper we analyze the impact of this architecture for edge breakout with ULCL in the area controlled by the I-SMF and propose a way forward.
Discussion

SA2 has defined WT#1.5 for support of I-SMF insertion or reselection based on AF request to route the traffic to application server in edge hosting environment
We understand that one driver for WT#1.5 is to support multiple independent administrative domains/regions that support the same edge computing services, e.g. in large countries. With the introduction of the I-SMF, the home area does not need to know about the UPFs in the visited area, these are identified and handled by the I-SMF. This works well for traffic anchored in the area where the subscription resides. 
The I-SMF is a proxy that transfers signaling between the SMF and the UPF. The UPFs used are selected by the I-SMF and the UPF infrastructure is thereby hidden from the SMF by the I-SMF.

When combining two separate administrative domains with ULCL edge breakout in the network, several interesting aspects become visible.
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One thing that can be noticed is that the provisioning of a PSA in the visited area (area #2 in the picture) must be done from the SMF in area #1. This means that any configuration that is local in area #2 needs to belong to the PSA UPF in that area. To avoid knowledge about functionality in that PSA UPF the SMF may not control any such aspect. A consequence of that is that having session breakout using the same IP address at both anchors will become an issue, as the IP address can’t be configured by the SMF. IPv6 multihoming within one session would however work.
Another thing one notices is that the DNAI and ULCL breakout rules for area #2 must be known by the SMF in order to be able to request for a proper UPF e.g., upon an AF request for a DNAI, it learns about these in the signaling from the I-SMF during session establishment. These DNAIs then needs to be mapped to the policies for the application and this either needs to be configured into the SMF or PCF (creating a dependency between the configuration of the two areas) or they are to be provided via an AF. If the AF is providing this DNAI, then that AF needs to be common for the two areas and needs to be aware of all the DNAIs available in all interconnected areas and how they map to the application server locations. This becomes an aggregated network configuration within the scope of the AF, i.e. the application level needs to be common.
Note: One can compare this with a roaming setup between different operators in different countries, where this would be very hard to achieve without placing the entire AF outside of operator control. For that use-case it seems more reasonable to let the visited operator terminate the traffic for the service, in case the application service is available in that network. This is of course something that needs more investigation and is only relevant as a comparison. 

Note also that applications that are only available in the visited area (e.g. related to a local sports stadium) also need to be configured and made available in the visitor’s home area, otherwise they can’t be used at all by the visitor. 

Yet another interesting aspect is that the functionality in the interface between the UPF and the SMF must be aligned even when the I-SMF is used in-between these. The PFCP protocol on N4 is the same independent of whether the SMF sends it via the I-SMF or not. The I-SMF is not changing that functionality, it is merely acting as a signaling proxy translating the SBA into PFCP and vice versa. The main part of the integration activities will likely be between the configured functionality in the SMF and the supported functionality in the UPF. This is indicating that all the SMFs and UPFs in a network needs to be integrated towards each other, even when deployed in different areas, and even when an I-SMF is used.
Our conclusion is that I-SMF together with edge breakout is not a suitable combination when having separate administrative domains. There are other solutions, like re-anchoring sessions from terminals belonging to area #1 in area #2, that would solve these issues in a much simpler way.
Proposal

It is proposed to limit the usage of the I-SMF so that it is not supporting ULCL edge breakout in other areas when separate administrative domains are used. I.e. the scope of ULCL edge breakout shall not be expanded to cover multiple regions.
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